HOW CONTRACTORS REGISTER IN EDA

1. Contractors/vendors must first be registered in CCR and have established a person designated as an Electronic Business POC (EB POC).  The following link will provide information on the responsibilities of the EB POC https://eda2.ogden.disa.mil/users_guide/access/Registration/reg003_EBPOC.html
2. A determination will need to be made if the EDA user requesting EDA registration will be registering with or without a Digital Certificate.  If a user initially registers with a Userid/Password, they can later attach a Digital Certificate to their accounts. To make this determination please go to the following web site for guidance - http://eda.ogden.disa.mil/users_guide/access/Certificate/dct001_index.html
3. It is highly recommended non registered users first go to the web address below which contains registration guidance.  This guidance is located at -  http://eda.ogden.disa.mil/users_guide/access/Registration/reg002_vendorInstructions.html  Note 1: If typing this address, there is an underscore character between

“ users” and “guide” and “reg002” and          “vendorInstructions.html”. Note 2:  In Step 3 of the instructions, disregard the first bullet that speaks of a form that must be completed and faxed to the GRA.

4. Scroll down through the guidance selecting the links as appropriate to each users situation.  Hotlinks are imbedded within the above guidance to facilitate registration for both CCR and EDA.

5. When reaching the bottom of the registration web page

which is located at           (http://eda.ogden.disa.mil/registration/register.html)

click on Vendor/Contractor with or without a digital                                                                                                                                                  certificate (which ever applies).

Digital Certificates as defined in the EDA User’s Guide -

	DoD EDA User's Guide

	DoD EDA > User's Guide > Access > Digital Certificate

	Digital Certificate
A Digital Certificate is a confirmation of your identity issued by a Certificate Authority (CA). Certificates contain information about yourself and the issuing Certificate Authority. Digital Certificates are used to identify you to the system, to protect data, and to establish secure network connections.
Digital Certificate is the preferred method of Identification & Authentication (I & A) for the Electronic Commerce (EC) applications within the Department of Defense (DoD).
It is the User's responsibility to protect their Digital Certificate and their certificate password on their computer desktop.
· Government personnel can obtain a DoD Digital Certificate from the DoD Public Key Infrastructure (PKI). Contact your Local Registration Authority (LRA) for assistance. 

· Vendor/Contractors can obtain a Digital Certificate from one of the DoD approved Interim External Certificate Authorities (IECA). Visit DISA's Infosec home page for details. Each IECA link provides instructions to obtain a Digital Certificate. 


6. THIS IS MOST IMPORTANT --  For the registration process to work successfully THE DUNS AND CAGE CODE ENTERED IN CCR MUST MATCH WHAT WAS ENTERED DURING THE EDA REGISTRATION PROCESS.

7. During the registration process if companies/vendors encounter problems you may call 1-800-392-1798 for assistance or by sending an email to cscassig@ogden.disa.mil
8. After the registration form is completed and submitted the vendor EB POC will need to send an email to cscassig@ogden.disa.mil requesting the individuals EDA user account be activated.

7.  POC for this guidance is Larry R. Mickelson, HQ, OSC, 309-                       782-8096, mickelsonl@osc.army.mil

